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IN REPLY 
REFER TO:  Risk Management Executive 

 
 
MEMORANDUM FOR DISTRIBUTION 
 
SUBJECT:  Announcement of the Draft Windows Server 2012 / 2012 R2 Security Technical    
Implementation Guide (STIG) Version 2.  
 
 
  DISA has updated the draft Windows Server 2012 / 2012 R2 STIG Version 2 for Member 
Server and Domain Controller.  The STIGs are available on the NIPRNet at 
http://iase.disa.mil/stigs/os/windows/Pages/2012.aspx for your review and comments. 
 
  These draft STIGs considered all the applicable technical NIST SP 800-53 Rev 4 requirements 
as defined in the General Purpose Operating System Security Requirements Guide (SRG) 
Version 1. They provide the technical security policies and configuration requirements for the 
use of Windows Server 2012 / 2012 R2 member servers and domain controllers.  
 
  Please provide comments, recommended changes, and/or additions to the draft STIGs by  
20 February 2015 on the Comment Matrix spreadsheet.  The spreadsheet is available at:  
http://iase.disa.mil/stigs/os/windows/Pages/2012.aspx. Comments should be sent via NIPRNet 
email to:  disa.stig_spt@mail.mil.  Include the title and version of the STIG in the subject line of 
your email. 
 
 
 
 
 
              ROGER S. GREENWELL 
              Chief, Cybersecurity 
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